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Initiative Overview
Innovative approach to programme design, create, empower, facilitate

Presenter Notes
Presentation Notes
Firstly we have a brief video tell you in our project leader Prof. Donna O’Shea words what we are about .

Cyber Skills is a collaborative project funded by the HEA HCI P3 (8.1M EUR) programme, led by MTU with partners including University of Limerick, TU Dublin and UCD. The goal of cyber skills can be best explained using three simple keywords – Create, empower, facilitate.

Create Innovative, Enterprise focused and Research informed cybersecurity courses through meaningful collaborations with enterprise, research entities and national/international academic partnerships.
Empower Learner to design their own courses and take their own pathways with straightforward articulation and progression routes and clear mapping to NFQ levels. CYBER-SKILLs will develop a typology of non-formal learning achievements and will develop a series of microcredentials which correspond with the associated learning requirements. 
Facilitate new learning pathways using microcredentials and by capturing learning through e-Portfolios, providing flexibility in reward, indication, accommodation, and scaffolding of new forms of learning and learner pathways.








CYBER SKILLS is creating innovative cybersecurity higher education, 
informed by enterprise needs and relevant research, through 
collaborations with national and international educational partners and 
enterprises.

What do we do?

How are we different?



Pathways targeting specific job roles:

• Secure Software Development

• Secure Systems Architecture

• Secure Network Operations

• OT Security Operations Specialist

• Web Penetration Testing

• Cyber Defence Forensics

What do we offer?

Presenter Notes
Presentation Notes
What does this really mean well we have worked developed pathways which target specific job roles such as seure software developer, secure systems architect or OT netowkring specialist



Mapped to roles in the 
NIST NICE Workforce 

Framework

NIST NICE Framework

Presenter Notes
Presentation Notes
All of our pathways are aligned to job roles in the NIST NICE Framework
This framework identifies 52 job roles in cybersecurity. The pathways and course we develop will align to this framework and job role knowledge, skills and abilities.




• Full pathway or micro-credential
• Cyber-range
• Fully online delivery and assessment
• Recognition of prior learning
• Expertise of multiple universities
• Adapt to Industry needs

How are we different?

Presenter Notes
Presentation Notes
You can take a full pathway or just a single micro-credential providing a digital badge as certification. You can stack the micro-credentials into to your full qualification, we are working towards a masters in the New year
.
We have a state of the art cyber range infrastructure, providing a virtual sandboxed environment that can be used for cyber warfare training, software development and research.  Our cyber range provides a controller interactive training environment that simulates a wide range of security incidents.

All our delivery is fully online with assessments designed to reinforce the application of the learning

There is no need for a formal qualification for access we provide full recognition of prior learning support.

You benefit from the expertise of leading academics in multiple universities who are collaborating and sharing their knowledge in both design and delivery of the courses

We work with industry to provide the skills you need to achieve your goals in the workplace.



Work with us?

Jacqueline.Kehoe@mtu.ie
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